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RF-Lambda knows that cyber security in our supply chain is essential to our future success and 
the security of our global customers, as well as our customers in the United States. This is why 
we take this critical issue very seriously, and need to be sure that our suppliers understand the 
evolving cyber threats, and ensure the security of systems, products, and services to the extent 
applicable to comply with the new U.S. Federal government cyber clauses including DFARS 
252.204-7012, Safeguarding Covered Defense Information and Cyber Security Incident 
Reporting. 

This DFARS clause requires contractors’ internal systems that contain certain covered 
information to be compliant, at a minimum, with National Institute of Technology and Standards 
(NIST) Special Publication (SP) 800-171.  

 

As part of our compliance program, we have a secure network with encrypted email addresses 
that can send and receive this type of export controlled technical data. 

RF-LambdaSecure@rflambda1.onmicrosoft.com 

 

Please note our standard email address is NOT authorized to send or receive controlled 
technical data or CUI data. 

 

For any correspondence that includes such information please send to: 

RF-LambdaSecure@rflambda1.onmicrosoft.com 

Please clearly state if your email contains Export controlled, technical or CUI data. 

 

If you have any questions or are unsure, please send an email to  

RF-LambdaSecure@rflambda1.onmicrosoft.com and we will be happy to assist you. 

 

 
 


